|  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- |
| **基本信息** | | | | | | |
| **姓名** | XXX | | **性别** | 男 | **现任职位** | 安服工程师 |
| **出生日期** | XXXX.XX.XX | | **学历** | 大专 | **毕业时间** | XXXX.XX |
| **毕业院校** |  | | | **专业** |  | |
| **手机号** |  | | | **从事安全工作年限** | 2年 | |
| **工作经历** | | | | | | |
| **起止时间** | | **工作单位** | | | **工作岗位** | |
| 2022.06-至今 | | 北京启明星辰信息技术有限公司 | | | 安服工程师 | |
| 2021.07-2022.03 | | 北京沃顿科技有限公司 | | | 安服工程师 | |
|  | |  | | |  | |
|  | |  | | |  | |
| **项目经验** | | | | | | |
| **起止时间** | | **项目名称** | | **项目角色** | **主要工作内容** | |
| 2022.05-2022.05 | | 学信网护网 | | 蓝队 | 负责蓝队事件监控，监控安恒的大数据分析平台。对攻击事件进行监测分析、研判处置，事件应急响应，输出事件分析报告。在此期间遇到一个文件上传成功的告警，即时进行了上报，并进行应急处理，查看日志和文件信息，发现上传了一个木马文件。最后成功处理。 | |
| 2022.05-2023.02 | | 上海奉贤中心医院驻场项目 | | 安全运维工程师 | 主要负责态势感知，防火墙，apt，防毒墙，日志审计，勒索猎人等安全设备的监控。日常处理告警事件，对攻击事件进行监测分析、研判处置，并进行应急响应，输出事件分析报告。定期对客户内外网核心资产进行漏扫，产出漏洞扫描报告并进行修复。对新上线系统进行测试。配合客户做等保测评，重保，风险排查，基线检查，钓鱼演练等工作。 | |
|  | |  | |  |  | |
|  | |  | |  |  | |
|  | |  | |  |  | |
| **个人特长** | | | | | | |
| ***以下为举例内容，请根据人员实际情况修改***   * 熟悉企业网络架构和安全设备部署特点 * 精熟悉OWASPtop10web漏洞,包括SQL注入和XSS跨站脚本攻击、文件上传和下载、文件包含等漏洞的挖掘与应用 * 精熟悉渗透测试的规范与流程，了解主流的web安全技术 * 可以独立完成渗透测试流程 | | | | | | |
| **个人获奖情况和资质证书**  **（证书需提供扫描件）** | | | | | | |
| * CISP证书 * PMP证书 | | | | | | |

**证书扫描件：**